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The screen flickers. A siren blares. The future has arrived: “In A.D. 2101 war was beginning.” As flames engulf the bridge of the lead battle cruiser, the captain of the Zig fleet asks, “What happen?” The mechanic responds, “Somebody set up us the bomb.” Amid the chaos of explosions, the communications operator shouts, “We get signal.” While the captain struggles to understand the catastrophe, bellowing an incredulous “What!” to his crew, the operator connects the incoming transmission to a holographic display screen: “Main screen turn on.” As the image comes into focus, the captain cannot hide his shock: “It’s you!!”

Sure enough, it is the leader of the cyborg invasion force known as Cats: “How are you gentlemen!!” The Cats leader—humanoid in appearance yet radically other, a hybrid of alien flesh and mechanical components—taunts the human defense fleet with imminent doom: “All your base are belong to us. You are on the way to destruction.” It seems that Cats has managed to infiltrate all the human space colonies and outposts, taking over the bases while the Zig fleet looked the other way. The captain seems unwilling to accept this turn of events: “What you say!!” But Cats assures him that all hope is lost: “You have no chance to survive make your time.” The holographic transmission fades out with the mocking laughter of Cats echoing throughout the bridge: “Ha ha ha ha. . . .”

The captain clasps his hands, uncertain how to react. The crew urges him to action: “Captain!” Finally, the captain steps up, back in the game. He
orders a counterattack: “Take off every ‘ZIG’!!” As the ZIG pilots scramble to take off, the captain commends their skills and orders them to engage the alien enemy: “You know what you doing. Move ‘ZIG.’ For great justice.” The battle for the future of humanity is on.

This opening scene to the Japanese video game Zero Wing—or rather, its oddly translated 1992 European release for the Sega Mega Drive—has become legendary.¹ In this game, the player takes the role of a human spaceship pilot fighting against the CATS army. CATS vividly represents the threat of total cybernetic takeover, embodied in the smirking face of the leader: a fusion of the organic and the robotic, the human merged with the computer (fig. 1.1). According to CATS, the posthuman future is already inevitable: “You have no chance to survive make your time.”² The game presents an allegory of the information age, our increasing dependence on computational systems, and the risk that “all your base” might already be controlled—whether by a political force or a technically sophisticated intruder. At the same time, CATS’s notoriously cryptic dialogue in the English translation suggests the instabilities and failures that likewise characterize the practices of high-tech globalization.³ Indeed, while the international circulation of digital games

---

and other media may help constitute a common global culture, mistranslations and epic malfunctions abound.

Wildly embraced by geeks and gamers precisely because of its multiple levels of irony, and above all, the badass way that cats threatens complete annihilation while hilariously failing to execute proper grammar or cultural awareness, Zero Wing has become a familiar touchstone for online lore, laughs, and leetspeak. In particular, the line “All your base are belong to us” is now a widespread catchphrase for technical prowess—as well as its precarity. cats’s boastful claim has spawned a profusion of remixes and weird appropriations. Among the myriad and sometimes baffling applications of this meme, several have reinforced the sense in which Zero Wing serves as a metaphor or a playable simulation of our own historical moment, the age of computational media and the mass digitization of culture. For many gamers, the phrase represents the promise of video games in particular, the astonishing growth of the games industry over the last thirty years and the rising dominance of games as a medium of expression (fig. 1.2). The journalist Harold Goldberg, for example, makes this claim in his 2011 book, All Your Base Are Belong to Us: How 50 Years of Videogames Conquered Pop Culture. For others, it is indicative of digital technologies and ubiquitous computing more generally, where cats becomes a figure for the internet as such (figs. 1.3 and 1.4). After all, what could be more emblematic of the internet and its cultural modalities than high-tech cats? Lol!

From this perspective, the momentary paralysis of the ZIG fleet captain is especially significant. The captain—a highly trained officer of Earth’s defense force, eminently prepared for military engagements of all kinds—does not know how to react to this particular invasion because, before it has even begun, it seems already to be over. The explosive cats attack is not the beginning of a war but its conclusion, the endgame, and this is why the captain is so shocked. The alien is already inside. Posthumanization is already under way. The distressing implications of this situation (especially for the captain, who can barely keep up) are uncannily evoked in the mangled English translation, which affords a set of interpolated meanings and partial significations precisely by virtue of its grammatical hybridity, its semiotic mashup. For “All your base are belong to us” is an assertion that is less about mere possession or appropriation than an ontological condition, that is to say, the belongingness of the human base—all the base—to the cyborg world. It is an essential belonging, emphasized by the copula and the infinitive: “your base are belong,” as if always already. Crucially, it is not simply the bases at stake, the colonies and outposts. Rather, it is “all your base,” in other words, the base
as such: the very foundation of civilization, the infrastructure of society, the wellspring of culture, the basis of what it means to be human—all utterly transfigured under the regime of alien science. At least, according to CATS.

In this light, the CATS leader presents a claim about technogenesis—and an affirmation of technogenic life. As a philosophical concept, technogenesis refers to the entanglement of human evolution with technological evolution, the individuation of technical objects, subjects, and collectives altogether. On the other hand, as a trope of science fiction, technogenesis suggests...
something yet more speculative, namely, the emergence of new life-forms, artificial entities, and synthetic organisms from within systems of technology. For example, in Syne Mitchell's 2002 novel, Technogenesis, the billions of people linked through global telecommunications systems evolve a network consciousness: “It was as if the crowd was a single entity and the connected people its cells.” They form a vast posthuman creature called Gestalt: “A flash image of Gestalt, not as a separate entity hovering above humanity, but distributed through the minds of billions. Each human contributing part of their mental processes, part of their being to the whole.” Similarly, in Wil McCarthy's 1998 novel, Bloom, self-replicating molecular machines represent a phylum of inorganic vitality, a species of living hardware: “A tiny machine, like a digger/constructor but smaller than the smallest bacterium, putting copies
of itself together with cool precision. . . . In short, a pretty typical piece of technogenic life. In these stories, the emergence of a specifically technological form of life—different yet fully equivalent to biological life—is also the occasion for discovering the technical aspects of the human, the degree to which technics are not merely ancillary or extrinsic to the proper base of humanity, but fundamental and constitutive. Hence, the development of new kinds of technogenic life is itself interwoven with the technogenic condition of human history and its future.

This much is suggested in Zero Wing. The mechanic’s observation, “Somebody set up us the bomb,” certainly seems to mean that someone has attacked with explosives. Yet the sudden technological upheaval provokes a syntactic chaos, rife with alternate meanings: somebody set up a situation that we cannot escape, a setup that triggers high-tech combat, making us the bomb. The
CATS attack sets up or reveals our own explosive potential, our own technical acceleration. In bombing us, we become as the bomb. Human life—if it is to survive—has no choice but to internalize the shockwave of this detonation, its fallout and its meanings, and launch into the game (“Take off every ‘zig’!!”), exposing an intrinsic capacity for technoscientific response, that is to say, responsibility. At least, in the world of Zero Wing.

In this book, I therefore use the term technogenic life to describe how the conditions for life as such—nature as much as nurture, lifeworld as much as lifestyle—emerge, evolve, and transmogrify in the era of advanced technoscience, especially in relation to pervasive computerization. It is about the development of new forms and practices of life through digital media, and video games in particular. These practices of technogenic life include political interventions and direct action at the level of technics—that is to say, technopolitics—as well as affective productions and performances, collective mobilizations, and a set of subversive pleasures known as the lulz: corrupted laughter, weaponized lols. As practices, they animate a set of subject positions—or rather, dispositions—characteristic of our high-tech culture: shockwave rider, hacker, geek feminist, pirate, troll, maker, modder, gamer. These subject dispositions—invariably grassroots and bottom-up, even if shaped by a certain degree of privilege and a proximity to hubs of expertise—are situated and contextual. They respond to the massive technical and epistemic shifts taking place in the world today, what the media theorist Alexander Galloway describes as “the current global crisis . . . between centralized, hierarchical powers and distributed, horizontal networks.”

We see it everywhere, even in Zero Wing. In the midst of crisis, with everything at stake, the captain—the figure of top-down command—falls down on the job. The illusion that everything is under control, that the status quo will prevail, unravels when faced with the insidious force of cyborg technology. But from below, from within the ranks of technicians and machinists, media operators and communications specialists, the human survivors of the CATS attack rebound. They spring to action, prodding the captain as they maneuver the command ship through the explosive field, tuning signals and modulating the technical surround.

And let us not overlook the heroic ZIG pilot who speeds off to confront the alien menace (“You know what you doing”). The pilot fends off wave upon wave of enemies—not from the outside but already in the middle, embedded in technoscientific systems and linked into the computational network, exhibiting the same cybernetic condition as the CATS collective. The pilot zigs and zags across the screen, fighting against the CATS calamity.
Introduction

precisely through the instrumentation of the zig (fig. 1.5). The pilot is visible in the narrative only as a component of the machine, accessing the zone of conflict through this privileged device.11 To say the least, the zig pilot is a mirror image of the player of Zero Wing—the player who controls the zig by keeping a tight grip on the Mega Drive controller, mashing buttons as fast as fingers can fly. The player . . . in whose hands the future lies.

Reload

Zero Wing offers a model of engagement. It fabulates, speculates on the expanding regime of computation, and then bodies forth a way of grappling with this situation in the mode of high-tech play. In its own ludicrous way, then, it suggests the capabilities of games to defamiliarize and recalibrate our sense of things, becoming instruments of representation as well as intervention. The designer Will Wright has even argued that games are like the tools of laboratory science in this regard, enhancing our sensory and cognitive capacities, our intuitive understanding of complex systems and processes of historical change:

And what’s interesting to me about games, in some sense, is that I think we can take a lot of long-term dynamics and compress them into very short-term kind of experiences. Because it’s so hard for people to think fifty or a hundred years out, but when you can give them a toy, and they can experience these long-term dynamics in just a few minutes, I think it’s an entirely different kind of point of view, where we’re
actually mapping, using the game to re-map our intuition. It’s almost like in the same way that a telescope or microscope recalibrates your eyesight. I think computer simulations can recalibrate your instinct across vast scales of both space and time.\textsuperscript{12}

Extending our perception while presenting tricks and tactics for inhabiting the world differently, games are technoscientific contraptions, engines of experimentation. They are toys, certainly. But according to Wright, they enable tacit knowledge of phenomena that extend above and below the everyday human scale. By playing in fictive worlds, experimenting with their rules and affordances, we get a feel for futurity, potentiality—the virtual as such. The world not only as it is, but how it might have been, or how it yet might be.

The logic of experimentation inheres to video games at every level. It is rooted in the procedures of exploration, testing the capacities of the game, discovering the laws and limitations—even if trying to break them. Moreover, ludic structures of repetition hold forth the possibility if not the requirement of playing again, learning from previous errors and serendipitous discoveries to play better each time. While some games punish failure harshly, for example, so-called permadeath games that make us start over from the very beginning if we die, others enable restarts in the middle of things, allowing us to spring back into action after a fatal blunder, hopefully wiser for the experience. Among gamers, there is a term for this springing back, this returning to life, this continuance of the game: respawn.

The language of respawn first appeared in \textit{Doom}, explicitly in the command-line parameter “-RESPAWN” (introduced in 1994 with version 1.2 of the software), which would set all dead enemies to rise again after a brief hiatus, and also implicitly through a gameplay feature that the instruction manual described as “eternal life after death”: “If you die, you restart the level at the beginning with a pistol and some bullets. You have no ‘lives’ limit—you can keep restarting the level as often as you’re killed. The entire level is restarted from scratch, too. Monsters you killed are back again, just like you.”\textsuperscript{13} Try, try again. Today, respawn broadly means the resurrection of any video-game character after death, defeat, or disintegration. It expansively informs gamer discourse, as well, underlying favorite proverbs such as “Gamers don’t die, they respawn!” and “I am a gamer, not because I don’t have a life, but because I choose to have many.” Respawn stands for a surplus of vitality, a reserve of as-yet unexpended life, a technologically mediated capacity to keep on going even while facing dire adversity.
It recalls the biological while simultaneously estranging it, soliciting a postbiological way of seeing. That is, while many forms of life are known to spawn, only technogenic life can respawn. As a trope, respawning echoes and affirms the cyber vocabularies of digital culture. In computer science, for example, the metaphor of spawning to indicate the processual creation and execution of another process is quite venerable, dating back at least to the VMS operating system in the 1970s. Its repurposing in the context of video games has only further enhanced the sense of reproductive, evolutionary potential immanent to computational systems. Like other concepts from computer science that draw parallels to the realm of organic nature—swarms, worms, viruses, bugs, and so forth—respawning performs the liveliness of algorithmic media, the fecundity of digitized information, the uncanny animacies of code.14

It aligns with the orientation of many fields of technoscience today, such as nanotechnology and synthetic biology, which increasingly figure life as programmable, compilable, and rebootable. The sense of “eternal life after death” inherent to the respawn function is shared by the methods of bioinformatics, for example, which promise a surfeit of generative information to emerge from genomic databases: DNA sequences extracted from dead cells become endlessly searchable data brimming with future pharmaceutical interventions, genetically engineered machines, and new forms of synthetic life to come.15

Respawning is therefore a sign of the times, indexing the computerization of our biology, the vitality of our machines, and the convergence of video games with the molecular sciences. As if to emphasize these connections, in 2012 researchers at the European Bioinformatics Institute developed a software application for the Illumina Genome Analyzer to improve the accuracy of DNA sequencing. This software application for high-throughput nucleotide base identification is called—what else?—All Your Base.16 “You have no chance to survive make your time. Ha ha ha ha. . .”

Reset
All video games produce an excess of high-tech vitality, a controlled overflow of technogenic life. It is visible in various signifiers of the respawn function that have characterized video games from their earliest days: +Life, 1-up, Health Pack, Power-Up, Extra Life, and so forth. But it is also tangible in the intensive motivation, the urge to keep playing, that ludic structures of repetition seem to cultivate, infecting players with an immoderate and sometimes ob-
sessive desire to press beyond the imposed obstacles and complete the mission, score the points, beat the level—achievement unlocked.

The majority of commercial video games, of course, are designed to keep such desires contained inside themselves, recycling surplus energy, depleting whatever intensities have built up before the conclusion, the final boss, the kill screen. After all, while innumerable mainstream games feature violent combat and cultivate scenes of fierce competition, aggressive violence rarely spills over from the gameplay session into the so-called real world. Likewise, although a multitude of games feature narratives of resistance and rebellion, tasking players to challenge the forces of oppression every day in their living rooms, for the most part, revolutionary insurgency does not spread directly from the gameplay session into everyday political discourse. And while many games entrain players to carry out actions contrary to habit or preference, these novel experiences do not often translate seamlessly to other contexts. Learning how to wavedash in Super Smash Bros. Melee, for example, takes time and concentration. Mastering the technique might lead to spectacular feats in the game, but this peculiar exploitation of digital physics does not work in other games—much less in the real world. Such specialized skills are relevant primarily to a mode of existence produced in and around the game, folded back upon itself. In general, video games are devices that produce an excess of technogenic life—represented in the respawn function—and then immediately recapture it, exhausting it through reward and achievement systems, escalating challenges, familiar tropes, contrivances of narrative closure, and other containment mechanisms that are part of what makes games so much fun in the first place.

And yet the containment mechanisms are not always complete. This is exactly the point. For some games, and for some players, the end of the game is not the end. Even the production of downloadable extras, official sequels, or a transmedia franchise does not always manage to fully expend the accumulated respawn energy, the anticipatory desire generated by the gameplay itself. For some games, and for some players, there is more. Alternate meanings and interpretations proliferate, unpredictable emotions and practices diversify and spread, new communities emerge. The inbuilt mechanisms for harnessing ludic intensities, delineating the inside and the outside of the game, fail to maintain the boundaries.

In other words, there are players who do try to make wavedashing work in the real world—modifying the constraints, aspiring to make the impossible possible, struggling against the stubborn physics engine of everyday life (figs. 1.6 and 1.7).
Figures 1.6 and 1.7. Wavedashing in *Super Smash Bros. Melee* (top) and in the living room (bottom). Screenshots from imnot18hehe, “How to Wavedash in Real Life,” YouTube, March 6, 2013, https://www.youtube.com/watch?v=hLnSo05wOmQ.
In these moments, recreational entertainment proves to be less an escape from normality than a reopening, an opportunity for innovation, reflexivity, and deeper engagement. It’s no secret—at least, not any more. After all, the tendency of games to exceed their own closure, to propagate concepts, affects, and patterns of conditioned response beyond themselves, is precisely what underlies the projects of gamification, serious games, citizen science games, health games, recruitment games, training games, and other forms of edutainment, which intentionally try to focus the exuberant energies of ludic environments toward other social purposes. But even in channeling in-game mechanisms for specific out-of-game situations, they also end up providing players with tools for other operations—including critical reflection on the role of games themselves in the contemporary mediascape. The artist Joseph DeLappe famously proved the point with his dead-in-iraq project, performed from 2006 to 2011 inside the U.S. military recruitment game America’s Army. DeLappe used the game’s own chat system to recite the names of all the military personnel killed during the long Iraq conflict. Though his avatar was frequently shot by other players in the process, DeLappe would simply wait to respawn, extending his memorialization of the casualties of war through each new digital life. Under the right circumstances, video games offer ways to experiment with the technopolitics of the present, to think otherwise even from the inside.

In the summer of 2013, in response to Edward Snowden’s revelations of the vast data-surveillance operations carried out by the U.S. National Security Agency, a number of agitated geeks peppered the internet with images that proclaimed, “All your data are belong to U.S.” (figs. 1.8 and 1.9). Across the world, protestors even took the catchphrase offline to catalyze further provocations in the streets, in the flesh (figs. 1.10, 1.11, and 1.12). Along with other sardonic responses to the Snowden leaks, these media-savvy interventions neatly distilled the ongoing conflicts of control and freedom in the global information network. While satirizing the risks to civil society represented by mass securitization, they also reaffirmed the significance of video games for political expression and resistance. For they addressed the scandal of invasive data mining by refurbishing a favorite nerdish assertion of high-tech domination: the multivalent double-speak of cats.

At the same time, members of the hacktivist collective Anonymous launched Operation nsa, a coordinated set of demonstrations that also

aimed to expose the financial ties between U.S. politicians and the intelligence community. Anonymous announced the operation with a dramatic video addressed to the NSA and its supporters: “Opnsa will be unforgiving in its work and will leave no stone unturned, just as you do for all of us. As of this moment, people around the world are beginning to wake up and, consequently, stand up to your data-mining agenda. You will soon understand for yourselves what it is like to be spied on and your personal information be stored, available for all to gaze upon” (fig. 1.13). Over the following months, Operation NSA gathered information on the voting histories of several U.S. lawmakers in relation to campaign donations from private intelligence agencies and defense contractors, drawing attention to these connections through a series of paperstorms, Twitterstorms, and rallies. Anonymous urged internet users to rise up in protest: “We are officially calling on all
citizens of the internet, all Anonymous participants and all activists to take
to their computers, take to their streets and take to all available outlets to let
their voices be heard on this issue. . . . The NSA will lose the game. All your base will belong to us.” Such media operations blur the lines between the practices of surveillance and counterveillance, articulated through a shared vocabulary of video games.23

Snowden himself has upheld the value of video games for shaping protest and political action. During his 2013 interviews with the journalist Glenn Greenwald in Hong Kong, as they developed plans to publish the NSA documents through the Guardian, Snowden revealed that his motivation for challenging the security state had developed partly through his lifelong interest in games. According to Snowden, video games frequently present interactive narratives about civil disobedience, social resistance, and transformation—becoming models for engagement: “The protagonist is
Figure 1.12. #StopWatchingUs Köln. Protest march heading toward the U.S. Dagger Complex military base in Darmstadt, Germany, March 29, 2014. Photograph by Fabian Keil. Reproduced under terms of a Creative Commons 1.0 Universal Public Domain Dedication.

Figure 1.13. Anonymous: “All your base will belong to us.” Operation NSA video, June 2013.
often an ordinary person, who finds himself faced with grave injustices from powerful forces and has the choice to flee in fear or to fight for his beliefs. And history also shows that seemingly ordinary people who are sufficiently resolute about justice can triumph over the most formidable adversaries.”

In interviewing Snowden, Greenwald was struck by the thoroughgoing way in which games had informed Snowden’s own sense of justice: “He wasn’t the first person I’d heard claiming video games had been instrumental in shaping their worldview. Years earlier, I might have scoffed, but I’d come to accept that, for Snowden’s generation, they played no less serious a role in molding political consciousness, moral reasoning, and an understanding of one’s place in the world than literature, television, and film. They, too, often present complex moral dilemmas and provoke contemplation, especially for people beginning to question what they’ve been taught.”

Moreover, video games provide mechanisms for further intervention, experimental technopolitics. In the aftermath of the Guardian reportage, with Snowden on the run and seeking refuge in Russia, a number of independent game developers created playable interpretations of the Snowden affair. For example, the 2013 German game *Eddy’s Run* asks players to help Snowden evade government agents and spy drones as he tries to release key documents to the public. For protection, Snowden can locate the Guy Fawkes mask of Anonymous to conjure a crowd of protestors: “You are not alone! Hide in the mob. Be invisible for cameras and save from agents and drones” (fig. 1.14). Talking to a reporter keeps the mission alive: “Head over to the reporter he will spread the word for you. . . . Because he keeps telling your story, he can also help you respawn upon death.” In *Eddy’s Run*, information freedom is a life-or-death matter—computers literally become bombs—and the fate of democracy hangs in the balance (a weeping Statue of Liberty looms over the opening scene). If Snowden fails, we are given the choice of “try again” or instead “take action.” Choosing the latter option directs our attention to a variety of international activist groups and protest opportunities. We are advised to do something, anything: “However best you could do, of course, would be to start your own actions. What ever this could be. Maybe a movie, a song, or a storie to get the attention. Everything you can thing of is great and better than not doing anything at all! The people of the world have to realize what is happenig! Stand with Edward ‘Eddy’ Snowden and take action.”

Likewise inspired by Snowden’s story, the 2018 Australian game *Need to Know* puts the player in the position of an intelligence agent whose job is to spy on citizens and make decisions about their private activities. The player
must choose whether to further the aims of the state or instead to periodically leak sensitive documents and assist underground resistance groups. There are several other games, including *Snowden’s Leaks: The Game*, *Edward Snowden: Escape from Hong Kong*, *Snowden Run 3D*, and *Snowden Escape*, that refract certain elements of Snowden’s adventure while foregrounding generic, repetitive gameplay mechanics—run, click, jump—as if to remind us that, under the protocols of the network society, our choices are often limited, the options determined in advance.

That video games might serve as cultural resources for political critique, resistance, and insurgency seems to have been a concern of the NSA as well. According to classified documents released by Snowden, the NSA and other American and British security agencies have long considered massively multiplayer online games (MMOs) as potential hotbeds for terrorism, cyberwar, and radical thought of all kinds—demanding thorough surveillance. For example, a top-secret 2008 NSA document titled “Exploiting Terrorist Use of Games and Virtual Environments” indicates that enemies of the state are likely to be found everywhere in gaming environments. Felicitously, this situation presents unique opportunities for security agents to locate terrorist cells, analyze social patterns, intercept communications, infiltrate enemy computer networks, and even execute counterintelligence from inside the
games. For these reasons, the NSA, the FBI, the CIA, the Defense Humint Service, and the U.K. Government Communication Headquarters have carried out a variety of clandestine operations in popular gameworlds, including *World of Warcraft* and *Second Life*, as well as in gaming networks such as Xbox Live. The stakes are high, it seems.

Of course, the entanglement of video games and other entertainment media with militarization and securitization, the so-called military-entertainment complex, extends in many directions. In one direction, there are commercial game developers creating hyperrealistic war games, turning simulations of armed conflict into astonishingly lucrative commodities. In another direction, there are defense agencies using game technologies for recruiting and training soldiers or for enrolling civilians in security operations. In December 2013, for instance, the U.S. Defense Advanced Research Projects Agency (DARPA) announced the rollout of its Verigames project. In collaboration with several academic and industrial research teams, DARPA developed a set of puzzle games designed to perform formal verification tests on other software, checking for vulnerable code that might be exploited in cyberattacks.

“Unreliable software places huge costs on both the military and the civilian economy,” said Michael Hsieh, a former DARPA program manager. “Formal verification of software provides the most confidence that a given piece of software is free of errors that could disrupt military and government operations.” The challenges of formal verification are significant, however, especially at the scale of software used for modern defense networks and weapons systems. But rendering the procedures of formal verification in the form of games would enable legions of nonexperts to participate, finding bugs with vastly greater speed. The first phase of the Verigames project included five games: CircuitBot, Flow Jam, Ghost Map, StormBound, and Xylem: The Codes of Plants. In 2015, five new-and-improved Verigames appeared: Binary Fission, Dynamakr, Ghost Map: Hyperspace, Monster Proof, and Paradox. As explained on the Verigames website, “Video games that represent the underlying mathematical concepts allow more people to perform verification analysis of software efficiently. We empower nonexperts to effectively do the work of formal verification experts—simply by playing and completing game objectives.” Transformed into citizen scientists, these gamers would help DARPA to identify weaknesses in the U.S. cyberinfrastructure, facilitating rapid response and containment. While most of the original Verigames quickly disappeared from the internet, pulled back for further research and development, they left behind a promise of things to come: something like Orson Scott Card’s novel *Ender’s Game*, or the films *WarGames* and *The Last*
Starfighter, where gamers playing apparently innocuous games might simultaneously participate in systems of defense and securitization, eagerly, joyously—and perhaps without realizing it.

The notion that games could link us to advanced projects of military science and cybersecurity, implicating us in covert operations and surveillance networks through our recreational diversions—politics by other means—has become commonplace, promoting an ambient paranoia. Even in his youth, for example, Snowden was sensitive to the risk of games being co-opted in this way. As a contributor to the *Ars Technica* forums from 2001 through 2012, Snowden participated in many conversations about games, anime, and computers under the username “*thetruehooha*.” On May 19, 2006, another *Ars Technica* member indicated that strange clicking sounds were coming from his new Microsoft Xbox 360, and he asked the forum for an explanation. Snowden offered a wry diagnosis: “NSA’s new surveillance program. That’s the sound of freedom, citizen!”32 A joke about the ways in which game technologies might actually be ideological machines, tools of governance—a joke that is no joke, after all.

Replay

This book is about gamers, hackers, and emergent forms of life in digital culture. It explains how practices of high-tech play generate new modes of existence, as well as new parasites. It examines media networks as zones of social volatility and video games as objects of technopolitical conflict—devices for locking down the future, devices for opening it up.33 The point is to show not only how gaming, hacking, and other forms of high-tech play contribute to the feature set of the present, but also how they can enkindle desires and aspirations for something different, a world transfigured through technical virtuosity—the future respawned.

This much was clear as early as 1958, when the nuclear physicist William Higinbotham created a game he first called “Cathode Ray Tennis,” now generally known as Tennis for Two. Higinbotham developed Tennis for Two with his colleague Robert Dvorak at the Brookhaven National Laboratory. As a tennis simulator run on a Donner Model 30 analog computer, the game enabled two players to knock an electronic ball—a small blip of light—back and forth across the CRT display of an oscilloscope. But if Tennis for Two somehow resembled the venerable sport of tennis, as a computer game it signified much more. As Higinbotham later recalled, the game was designed to encourage visitors at Brookhaven National Laboratory—scientists and
nonscientists alike—to think about high-tech research and its implications for the future: “It occurred to me that it might liven up the place to have a game that people could play, and which would convey the message that our scientific endeavors have relevance for society.”

In other words, the tennis game was really an exercise in science fiction, symbolizing the potential for scientific innovations to impact society, perhaps to transform the whole world. Today, gamers looking backward at this primordial moment in video-game history often affirm the speculative dimensions of Tennis for Two, overriding the superficial sense in which it might be understood as a representation of tennis. “While it was only a primitive tennis simulator, [Higinbotham’s] creation must have seemed like science fiction to the hundreds of visitors that lined up to play,” writes Andy McNamara, the editor in chief of Game Informer magazine. “In many ways, video games are science fiction come to life—a virtual reality we control,” he suggests. “Someone who played Tennis for Two in 1958 could never imagine opening up a portal to another world on a giant screen in your living room or a virtual-reality unit on your head, yet that is the world we live in today.”

Certainly, the video-game industry has vigorously promoted the future-ladenness of its own products, indexed by marketing slogans for everything from the Commodore Amiga (“The Future Is Here”) to the Nintendo 64 (“Welcome to the Future”) to the Microsoft Xbox One (“Beta Tested in the Future”). Everywhere we look, the culture of video games transforms computers into toys and toys into time machines, portals to another world. It encourages players to engage in anticipation, foresight, and “what if” with every push of the button.

Video games are speculative media, science fiction to the core. They provide a grammar, a vocabulary, a regimen for dealing with rapid technoscientific change and its worldly ramifications—the conditions of technogenic life. They also represent a playful, experimental style of engagement, a way of using technical systems to make other futures imaginable. As the critical theorist Michel de Certeau has argued, “A way of using imposed systems constitutes the resistance to the historical law of a state of affairs and its dogmatic legitimations. A practice of the order constructed by others redistributes its space; it creates at least a certain play in that order, a space for maneuvers of unequal forces and for utopian points of reference.” Experimenting with computer games and other forms of digital media can expose diagrams of power, revealing hardware and software as inherently political things. Learning to play with them introduces the possibility of playing otherwise—hacking, gaming the game.
To explain how such things work, this book traces the intersections of gaming with hacking and high-tech activism, the spawning of technopolitical communities. It examines the invention of early computer games such as *Spacewar!* and *Adventure* in the context of hacker networks and computer science labs, arguing that video games first emerged as experiments in *applied science fiction*. By transforming the attitudes and dispositions of science fiction into a playable format, video games became models of interacting with obstinate systems, the technologies, regulations, and institutions of digital culture. Ever since then, games and other kinds of applied science fiction have contributed to the self-fashioning of hackers and hacktivist groups, such as Anonymous and LulzSec. The book explores these developments across a series of stories, scenes, and snapshots of technogenic life: the repurposing of the game *Portal* as an apparatus for change, inspiring players to experiment and take action even while discovering the limits of individual agency; the saga of the 2011 PlayStation Network outage, an incident that revealed the intensive forms of technogenic life evolving in online game networks as well as the stakes of experimenting with game technologies; and the mobilization of gamer movements, such as the 2012 *City of Heroes* protests, considered as impassioned defenses of technogenic life and the media practices that give it meaning.

Of course, the speculative energies of video-game culture frequently collapse back into conservatizing behaviors, reactionary measures that reinforce the status quo. This is what happened during the GamerGate fiasco of 2014 when some gamers, allegedly concerned with ethics in media journalism, began a sustained harassment campaign against women in the tech industry, feminist activists, and other so-called social justice warriors: a venomous assault against diversity and the perceived threat of media transformation. It reproduced in concentrated form the same power structures and processes of exclusion that characterize the dominant ideological order. But, other times, the respawn capacities of games and gamers, indicating not simply repetition but repetition with a difference (level up, reload, reboot, *ftw!*), provoke more diverse forms of participatory culture, along with new tactics of critique and intervention. Attending to the conflicts and contradictions, this book ultimately turns to questions of ethics, asking how computer games can foster thoughtful, empathic perspectives on the consequences of our technogenic condition, including the impacts of computerization on our planet and its living ecosystems. Altogether, the book follows the practices of technogenic life from virtuality to materiality, from response to responsibility.
As *Zero Wing* indicates with an abundance of weirdly poetic insight, we are now caught between competing forces vying for control of the future, each struggling to possess the systems and the bases of high-tech civilization. But this same 16-bit narrative of conflict also inspires hope, especially when repurposed and replayed in ways that expose its latent meanings and critical affordances, conjuring the possibility of a future where all the base are belong to us—to all of us, in common.

“You know what you doing. Move ‘ZIG.’ For great justice.”